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(b) Section 1902(a)(19) requires that 
the State plan provide the safeguards 
necessary to ensure that eligibility is 
determined and services are provided 
in a manner consistent with simplicity 
of administration and the best inter-
ests of the beneficiaries. 

(c) Section 1903(m) establishes condi-
tions for payments to the State with 
respect to contracts with MCOs. 

(d) Section 1932(d)(1) prohibits MCOs 
and PCCMs from knowingly having cer-
tain types of relationships with indi-
viduals excluded under Federal regula-
tions from participating in specified 
activities, or with affiliates of those in-
dividuals. 

§ 438.602 Basic rule. 

As a condition for receiving payment 
under the Medicaid managed care pro-
gram, an MCO, PCCM, PIHP, or PAHP 
must comply with the applicable cer-
tification, program integrity and pro-
hibited affiliation requirements of this 
subpart. 

§ 438.604 Data that must be certified. 

(a) Data certifications. When State 
payments to an MCO or PIHP are based 
on data submitted by the MCO or 
PIHP, the State must require certifi-
cation of the data as provided in 
§ 438.606. The data that must be cer-
tified include, but are not limited to, 
enrollment information, encounter 
data, and other information required 
by the State and contained in con-
tracts, proposals, and related docu-
ments. 

(b) Additional certifications. Certifi-
cation is required, as provided in 
§ 438.606, for all documents specified by 
the State. 

§ 438.606 Source, content, and timing 
of certification. 

(a) Source of certification. For the data 
specified in § 438.604, the data the MCO 
or PIHP submits to the State must be 
certified by one of the following: 

(1) The MCO’s or PIHP’s Chief Execu-
tive Officer. 

(2) The MCO’s or PIHP’s Chief Finan-
cial Officer. 

(3) An individual who has delegated 
authority to sign for, and who reports 
directly to, the MCO’s or PIHP’s Chief 

Executive Officer or Chief Financial 
Officer. 

(b) Content of certification. The certifi-
cation must attest, based on best 
knowledge, information, and belief, as 
follows: 

(1) To the accuracy, completeness 
and truthfulness of the data. 

(2) To the accuracy, completeness 
and truthfulness of the documents 
specified by the State. 

(c) Timing of certification. The MCO or 
PIHP must submit the certification 
concurrently with the certified data. 

§ 438.608 Program integrity require-
ments. 

(a) General requirement. The MCO or 
PIHP must have administrative and 
management arrangements or proce-
dures, including a mandatory compli-
ance plan, that are designed to guard 
against fraud and abuse. 

(b) Specific requirements. The arrange-
ments or procedures must include the 
following: 

(1) Written policies, procedures, and 
standards of conduct that articulate 
the organization’s commitment to 
comply with all applicable Federal and 
State standards. 

(2) The designation of a compliance 
officer and a compliance committee 
that are accountable to senior manage-
ment. 

(3) Effective training and education 
for the compliance officer and the or-
ganization’s employees. 

(4) Effective lines of communication 
between the compliance officer and the 
organization’s employees. 

(5) Enforcement of standards through 
well-publicized disciplinary guidelines. 

(6) Provision for internal monitoring 
and auditing. 

(7) Provision for prompt response to 
detected offenses, and for development 
of corrective action initiatives relating 
to the MCO’s or PIHP’s contract. 

§ 438.610 Prohibited affiliations with 
individuals debarred by Federal 
agencies. 

(a) General requirement. An MCO, 
PCCM, PIHP, or PAHP may not know-
ingly have a relationship of the type 
described in paragraph (b) of this sec-
tion with the following: 
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